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Website domain is relatively new

Spelling or grammatical errors

Corporate address not listed or fake

Testimonials are unverifiable

Generic email doman (ex. - ending in @gmail.com)

e Little to no social media presence
e Difficult or unable to verify owners/employees
e High follower count, but very little content posted

Most if not all content is Al-generated
High follower/subscriber count, but little content posted

Becoming the victim of crypto fraud can often be the first of several | ] 1772 X
attempts to take your money. Legitimate investigation firms do exist to COlnS tr UCtl ve
help your efforts, but how can you tell them apart from the scammers?

Recovery is guaranteed

RED FLAGS Fast tumaround times

No live video intake

TO LOOK FOR Claims of being able to “hack it back”

Only taking payment in crypto

J

fraud@coinstructive.com
Remember..ONLY law enforcement can recover stolen crypto. WWW.coinstructive.com



